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Abstract 

This study aimed to compare perceptions of the security level in making decisions on the use of e-

banking in the Y and Z generations. Sampling was carried out using a purposive sampling 
method. The respondents in this study were e-banking consumers in the Y and Z generations. Data 

were analyzed using the Mann-Whitney U Test through SPSS software version 20.00. The research 

results show no significant difference in the perceived security in usage decisions of E-Banking Y and 

Z generations. 
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INTRODUCTION 

In the current digital 5.0 era, mobile banking is ingrained in daily life. Mobile banking is 

thought to help humans move more effectively and efficiently (Shafly, 2020). However, the 

disadvantages of mobile banking to customers include numerous frauds conducted via  digital 

banking, leaks or theft of users' data, when top-up balances are held up, pauses when running 

transfers, and so on (Vellamy et al., 2023). According to the OJK, cyber security threats have 

surged by up to 86.70% due to this digital transition. Therefore, a perceived level of security 

is needed to give its users a sense of security and comfort. 

The perceived security level (Flavia'n C & M. Guinali'u, 2006); Nangin et al., 2020; Nia 

et al., 2022) has proven as one of the essential factors influencing the decision-making of e-

banking usage. The perceived security level can build trust and create comfort in digital  

activities. The perceived security level has also been proven to complete customer satisfaction 

and generate an intention to repurchase or reuse products or services (Wilson et al., 2021). Thus, 

the perceived security level implies fintech adoption (Nangin et al., 2020). 

In 2022, the Y or millennial generation will be 26 to 41 years old. They were born 

between 1981 and 1996. While Generation Z is the generation that follows the Y generation, 

people in 2022 are expected to be between the ages of 10 and 

24. Between 1997 and 2012, Generation Z was born. Generally, every generation 

has different characters and perspectives in various aspects of life. For example, for 

business people, the majority of whom are of the Y generation, the perceived level of security 

is a factor to consider when deciding whether or not to use e-banking (Wijaya & Ekayasa, 

2022).
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In contrast to the characteristics of Generation Z in terms of technology acceptance,  

generation Z is particularly sensitive to electronic word of mouth (e-WOM) and is only 

willing to utilize technology to follow trends. Generation Z only uses electronic payments for 

short periods. Therefore, the security of electronic payments has no bearing on their desire to 

do commercial transactions online in the future (Ardiansah et al., 2022).  Thus, this research 

proposes to compare whether there are differences in perceived security levels in usage 

decisions of E-Banking in the X and Y generation. 

The perceived security level is the trust of users in the confidentiality of their personal  

information in both civil and monetary terms (Flavia'n C & M. Guinali'u, 2006). Thus, 

personal data cannot be viewed, stored, or manipulated by any party unrelated to the  

individual. Therefore, the perceived level of security is subjective. Furthermore, according  to 

(Lim et al., 2010), security is the most essential and prominent factor in the distribution of 

mobile banking services; a high level of security will automatically increase customer 

confidence to start and continue using mobile banking. The higher the perceived security level 

the bank provides to its customers, the more likely it is that the user will transact  using the 

services and facilities provided in mobile banking. 

There are several indicators of perceived security level (Laudon & Traver, 2014): 

1. Integrity 

Integrity denotes complexity. Websites accessed via the internet must provide 

accurate and dependable information and may not be altered without the permission of the  

liable party and the authority's owner. 

2. Nonrepudiation 

Nonrepudiation is the avoidance of denial. Specifically, it means one of the parties 

does not breach an agreement made after the transaction, such as refusing certain orders or 

refusing to pay arrears. 

3. Authentication 

The term authenticity refers to genuineness. The e-banking system can immediately 

identify and provide accurate information about access restrictions for other individuals. 

4. Trustworthiness 

Confidentiality is synonymous with secrecy. It refers to an e-banking system that can 

ensure that only authorized parties, such as the customer, have access to specific data. 

5. Privacy 

Privacy is an effort to keep consumer personal information safe from unauthorized 

access. 

6. Availability 

Availability implies ensuring that available information system services are linked to  

existing functions and data. In other words, e-banking's network does not frequently 

experience downtime, typically caused by network disruptions. 

The Y Generation came after the X Generation. The Y Generation, the Millennial 

generation, was born between 1981 and 1996. One of the distinguishing characteristics of the 

Y Generation is their technological prowess. This generation has grown up with technology 

and is used to constantly interacting with others via  

technology. The Y Gen anticipates finding quick answers to their questions on the internet. 
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Furthermore, when the Y generation shop or use technology for entertainment or 

work, they expect apps, smartphones, and websites to provide an exceptional user experience.  

When technologies, products and services are appropriate or fall short of their expectations, they 

quickly express their feelings on social media, influencing business success and the design of 

devices and apps. Moreover, Osman et al., (2017) explain that Generation Y perceives e-

banking security based on their perceived regulatory-related issues, protected transactions, and 

service quality. Eventually, the Y generation has distinct decision-making characteristics, such 

as maximizing profits quickly (Rikantasari, 2020). 

The Z Generation came after the Y Generation. The Z Generation are people born 

between 1997 and 2012. Since the Z generation's higher level of adaptive technology, new  

technologies appear to be a part of their daily lives. Representatives from Generation Z are  

interested in learning about and employing them (56%) (Dolot, 2018). The Z generation's 

decision-making process starts and ends with self-reflection. They rely on personal advisors and 

online research to inform their choices in between—Generation Z's decision-making 

influencers shift over time. Personal advisors, online research, or new emerging influencers 

could be the source. 

Therefore, this research hypothesizes that: 

H0: There is no significant difference between Y and Z Generations in using E-Banking 

based on the perceived security level. 

Hypothesis 1: There are significant differences between Y and Z Generation in 

using E-Banking based on the perceived security level. 

The conceptual framework for this research can be seen in Figure 1. 
 
 
 
 

 
 

Figure 1. Conceptual Framework. 

 
METHOD 

Purposive sampling was used in the sampling process. Respondents must conform to 

the following criteria: 1) be in the Y or Z generation; 2) have a personal mobile banking 
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application; and 3) have used mobile banking for at least three transactions. Also, a 

questionnaire was used to collect primary data. Google Forms was used to distribute 

questionnaires. A five-point scale was used to measure the Likert Scale. The test compares two 

sets of data, i.e. Y and Z generations data on perceived security levels. Furthermore, data were 

analyzed using the Mann-Whitney U test and SPSS software version 20.00. 

Furthermore, the list of statements used to measure the variable perceived level of 

security is measured by the questionnaire items in Table 2. 

Table 2. Question Items Perceived Variable Of Security Level 

No. Questionnaire Item Statements 

integrity 

1 Mobile Banking ensures that no information is changed without the approval of 

the responsible party. 

2 The user is solely responsible for granting permission to change or add 

information. 

Nonrepudiation 

3 Mobile Banking protects every user from the risk of fraud and financial loss. 

4 Mobile Banking ensures that there will be no denial of the agreement after the 

transaction between the two parties. 

Authentication 

5 Mobile Banking always ensures the information provided by users is accurate. 

6 Mobile Banking can immediately detect if someone other than the account owner 

has access or is hacked 

Confidentiality 

7 Mobile Banking can keep my information private and not share it with anyone 

who isn't interested? 

8 Mobile Banking can safeguard and ensure the security of each user's balance. 

privacy 

9 When I provide my personal information for verification during the Mobile 

Banking service, I feel secure. 

10 Mobile Banking safeguards my bank card information and all online payments. 

Availability 

11 Mobile Banking provides security guarantees in the form of the related bank's 

registration at OJK. 

12 Mobile Banking provides complete information related to transfers, balances and 

other information requested by the user. 

 

RESULTS AND DISCUSSION 

According to the findings of a study conducted on Y-generation and Z-generation e-

banking user respondents, the majority of respondents in this study were men (59%), with  

women (41%). In terms of age, the largest group in this study is 15-25 years old (50%), the rest 

are 26-35 years old (41%), and the rest are 36-45 years old (9%). As a result, students account for 

43% of respondents' occupations, followed by private employees at around 27% and self-

employed at 25.4%. Furthermore, the majority of revenue is in the range of IDR 500,000 to 

IDR 1,500,000 (41%), followed by the second largest, IDR 3,600,000 (34%), and earnings 

ranging from IDR 1,600,000 to IDR 2,500,000 (18.2%). Furthermore, 68% of  customers have 
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used mobile banking for over a year, and 20% have used it for six months to a year. At the 

same time, the remaining three months-6 months amounted to 9 and 3%, respectively. 

Table 2 displays the detailed descriptive analytics. 

 
Table 2. Descriptive Analytic Results 

Gender Count of Gender 

Man 59% 

Woman 41% 

age Count of Ages 

≥ 15-25 years 50% 

≥ 26-35 years 41% 

≥ 36-45 years 9% 

 
Occupation 

Count of 

Occupations 

Miscellaneous 2.3% 

Housewife 2.3% 

Private employees 27% 

Student 43% 

Self-employed 25.4% 

 
Income (IDR ,000) 

Count of Income/ 

Salary Per Month 

 
 

> IDR 3,600 34% 

≥ IDR 1,600 to IDR 2,500 18.2% 

≥ IDR 2,600 to IDR 3,500 6.8% 

≥ IDR 500 to IDR 1,500 41% 

 
Month 

Time to Use 

Mobile Banking 

< 3 months 3% 

> 1 year 68% 

≥ 3 months - 6 months 9% 

≥ 6 months - 1 year 20% 

Source: Research Results, 2022 (Data processed) 

The different test method is carried out if the data has been tested for normality first. The 

normality test is carried out to see whether the data obtained pursues the normality's 

assumptions. The data is suitable with the normality's premises if the data obtained has a Sig 

value. >0.05. Thus, the data is not normally distributed, or the data is heterogeneous. The 

following results are obtained based on the normality test results. 

Table 3. Tests of Normality 
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Source: Research Results, 2022 (Data processed) 

Table 3 shows that the normality test results are represented by the Sig. on Shapiro-

Wilk, namely the value of Sig. Y generation of 0.000 <0.05 and the importance of Sig. Z 

generation of 0.061 > 0.05. As for the value of Sig. The y generation is not by the 

assumption of normality because <0.05 means the data is normally distributed or 

homogeneous. At the same time, the Z generation is following the assumption of normality 

because it has a Sig. > 0.05, namely, the data is not normally distributed, or the data is 

heterogeneous. Since the data is usually distributed or does not follow the normality rules, the 

test uses the Mann-Whitney U Test analysis method. 

Based on the results of the Mann-Whitney U Test, the descriptive statistics results are 

shown in Table 4. 

 
Table 4. Descriptive analytics 

 

 

Source: Research Results, 2022 (Data processed) 

Table 4. shows that the respondents used in this study were 22 respondents 

representing the Y generation and 22 respondents representing the Z generation. The average 

value of the Y generation was 21.39, and the Z generation was 23.61. This shows that the 

average value of the Z generation is more significant than the Y generation. Likewise, the 

sum of the ranks of the Z generation is 519.50, which is far greater than the Y generation, which 

is 470.50. The results of hypothesis testing using the Mann-Whitney U test are shown in Table 

5. 

Table 5. Statistical Test Mann-Whitney U 
 

Source: Research Results, 2022 (Data processed) 

The basis for making the Mann-Whitney U Test decision is as follows: 

1. If the Asymp Sig. <0.05, then Hypothesis 1 is accepted 

2. If the Asymp Sig. > 0.05, then Hypothesis 1 is rejected. 

Based on the statistical test output, it is known that the value of the Asymp. Sig. (2 - 

tailed) is 0.561. Thus, it can be concluded that the hypothesis is rejected; that is, there is no 

significant difference in the perspective of the level of security between the Y and Z generation 
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in making decisions about using E-Banking. The security level perspective is considered 

something that must be prioritized by every fintech application developer, especially 

banking applications. A robust security system should be implemented while providing mobile 

payment services to customers to manage the potential risk, security, trust,  and quality of 

information (Almaiah et al., 2022). This is in line with the study's result of Baraba & Mahmudi 

(2023) that perceived security has a substantial beneficial effect on  attitudes towards using 

digital banking. The Y and Z generation in Indonesia thinks that every B2C E-Commerce, 

e-banking or other fintech company must be able to create a system that is safe and able to 

protect its customers from possible cases of data theft in every transaction on its application page 

(Wilson et al., 2021). 

 

CONCLUSION 

In the current digital 5.0 era, mobile banking is ingrained in daily life. Mobile 

banking is thought to help humans move more effectively and efficiently (Shafly, 2020). The 

perceived security level (Flavia'n C & M. Guinali'u, 2006; Nangin et al., 2020; Nia et al., 

2022) has proven as one of the essential factors influencing the decision-making of e-banking usage. 

Every generation has different characters and perspectives in various aspects of life. For 

example, for business people, the majority of whom are of the Y generation, the perceived level 

of security is a factor to consider when deciding whether or not to use e-banking (Wijaya 

& Ekayasa, 2022). 

The result of this study is no significant difference between the Y and Z generations  in 

deciding to use E-Banking based on the perceived security level. This study's limitation is the 

research was carried out by examining the perceived security level only in Y and Z 

generations. For further investigation, the results would differ if the Y and Z generations were 

compared with the X or baby boomers. 

 
REFERENCES 

Almaiah, M. A., Al-Rahmi, A., Alturise, F., Hassan, L., Lutfi, A., Alrawad, M., 

Alkhalaf, S., Al-Rahmi, W. M., Al-sharaieh, S., & Aldhyani, T. H. H. (2022). 

Investigating the Effect of Perceived Security, Perceived Trust, and Information 

Quality on Mobile Payment Usage through Near-Field Communication (NFC) in 

Saudi Arabia. Electronics (Switzerland), 11(23). 

https://doi.org/10.3390/electronics11233926 

Ardiansah, M. N., Murtiasri, E., Sarana, Suwondo, A., & Sadida, A. (2022). 

Understanding E-Payment Security Behavior Z Generation's Perceived Explanation. In 

Proceedings of the International Conference on Applied Science and Technology on Social Science 

2022 (iCAST-SS 2022) (pp. 392–396). Atlantis Press SARL. 

https://doi.org/10.2991/978-2-494069-83-1_71 

Baraba, R. A. A., & Mahmudi, M. (2023). Understanding The Millennial Generation 

Behavior In Using Digital Banking. Asean International Journal of Business, 2(1), 1–13. 

https://doi.org/10.54099/aijb.v2i1.394 

Dolot, A. (2018). The characteristics of Generation Z. E-Mentor, 74, 44–50. 



Jurnal Equilbrium: Jurnal Ekonomi dan Pembelajarannya |  
Vol 11 no 2 Hal 144-151 

Comparative analysis of perceived security level in deciding the       use of e-banking in Y and Z generations (Salqaura) 

 

| 151  

https://doi.org/10.15219/em74.1351 

Flavia’n C, & M. Guinali’u. (2006). Consumer Trust, Perceived Security and Privacy Policy  

Three Basic Elements of Loyalty to a Web Site. Industrial Management & Data Systems, 

106(5), 601620. https://doi.org/https://doi.org/10.1108/02635570610666403 

Laudon, K. C., & Traver, C. G. (2014). E-Commerce 2014: Business, technology, society 10th 

edition. (10th Edition). Pearson Education Limited. 

https://eclass.emt.ihu.gr/modules/document/file.php/AD183/e-books/E- 

Commerce%202014%20%2810E%29%20by%20Kenneth%20Laudon_978013302444 9.pdf 

Lim, I. H., Hong, S., Choi, M. S., Lee, S. J., Kim, T. W., Lee, S. W., & Ha, B. N. (2010). 

Security protocols against cyber attacks in the distribution automation system. IEEE 

Transactions on Power Delivery, 25(1), 448–455. 

https://doi.org/10.1109/TPWRD.2009.2021083 

Nangin, M. A., Rasita, I., Barus, G., & Wahyoedi, S. (2020). The Effects of Perceived Ease 

of Use, Security, and Promotion on Trust and Its Implications on Fintech Adoption. 

Journal of Consumer Sciences E, 05(02), 124–138. 

https://doi.org/DOI:10.29244/jcs.5.2.124-138 

Nia, F., Sekolah, A., Teknologi, T., & Yogyakarta, K. (2022). The Effect of Service Quality 

and Security Facilities on Service User Satisfaction at UPBU Rahadi Oesman 

Ketapang. Jurnal Multidisiplin Madani (MUDIMA), 2(4), 1653–1662. 

https://doi.org/https://doi.org/10.55927/mudima.v2i4.271 

Osman, Z., Abdul Adis, A.-A., & Phang, G. (2017). PERCEIVED SECURITY 

TOWARDS E-BANKING SERVICES: AN EXAMINATION AMONG 

MALAYSIAN YOUNG CONSUMERS. Journal of the Asian Academy of Applied 

Business, 4, 15–27. https://doi.org/https://doi.org/10.51200/jaaab.v0i0.1272 

Rikantasari, S. (2020). Pengambilan Keputusan Investasi Generasi Y dan Strategi 

Peningkatan Jumlah nasabah Terhadap Produk Tabungan Emas di Pegadaian Syariah  

Cabang Babakan, Kota Surabaya. In Jurnal Pemikiran dan Penelitian Ekonomi Islam (Vol. 8, 

Issue 2). http://digilib.uinsa.ac.id/id/eprint/42091 

Vellamy, F., Wijaya, D. A., Gui, A., Ganesan, Y., Shaharudin, M. S., & Pitchay, A. A. 

(2023). Level of awareness of Digital Banking Users on Risk and Security in Greater  

Jakarta. IEEE. https://doi.org/10.1109/ICBIR57571.2023.10147691 

Wijaya, I. G. N. S., & Ekayasa, M. D. (2022). Perilaku Keputusan Pembelian Generasi Y 

dan Z dalam Penggunaan E-Commerce di Masa Pasca Pandemi. JURNAL 

NUSANTARA APLIKASI MANAJEMEN BISNIS, 7(2), 338–357. 

https://doi.org/10.29407/nusamba.v7i2.18357 

Wilson, N., Alvita, M., & Wibisono, J. (2021). THE EFFECT OF PERCEIVED 

EASE OF USE AND PERCEIVED SECURITY TOWARD 

SATISFACTION AND REPURCHASE INTENTION. Jurnal Muara Ilmu  

Ekonomi Dan  Bisnis, 5(1), 145. https://doi.org/10.24912/jmieb.v5i1.10489 

http://digilib.uinsa.ac.id/id/eprint/42091

	Comparative analysis of perceived security level in deciding
	the    use of e-banking in Y and Z generations
	INTRODUCTION
	Figure 1. Conceptual Framework.
	Table 2. Question Items Perceived Variable Of Security Level
	Table 2. Descriptive Analytic Results
	Table 3. Tests of Normality
	Table 4. Descriptive analytics
	Table 5. Statistical Test Mann-Whitney U
	CONCLUSION
	REFERENCES


